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BeyondTrust Secure Remote Access solutions include Privileged Remote Access and Remote Support. Some features may only be available in one of these products.
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PRIVILEGED USERS & VENDORS

Secure and control all of your privileged users, from system, network, and database administrators to
third-party vendors. BeyondTrust Password Management Solutions securely store credentials and
facilitate nearly any level of access to systems within your network.

R nonn nnnn annn

o % X

VENDORS DATABASE ADMINS 53 NETWORK ADMINS/
4 SERVER ADMINS

USER GROUPS
Who Needs the Access?

o .
0. ©n
=
O
o= B
<
o I
— 2 LOCAL ADMIN SQL ADMIN PRIVILEGED
e g SHARED ACCOUNT LOCAL ADMIN DOMAIN ACCOUNT
= 9
= Y
el
= 2
==
5=
o,
w2
. ; A 4 A 4 A 4
> 0
S
o <X
>\ R~ —J L~ —4
= 0 T7 sQL> T 7
= L S - Lt
\5)
a. -
[} E WEBSITE, ROUTER, SWITCH, SERVER, SQL SERVER, ACTIVE DIRECTORY, ROUTER,
E § 3RD PARTY SERVER CLOUD, WEBSITE SWITCH, SERVER




